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**BEZPIECZEŃSTWO INFRASTRUKTURY KRYTYCZNEJ**

**I Część teoretyczna:**

**1. Istota i typologia infrastruktury krytycznej**

* Definicja
* Rodzaje
* Specyfika

**2. Bezpieczeństwo infrastruktury krytycznej**

* Uwarunkowania
* Zagrożenia
* Wielowymiarowość

**3. Formalno – prawne uwarunkowania ochrony IK**

* Regulacje UE
* Regulacje państwowe

**4. Zasady wyznaczania infrastruktury krytycznej**

* Metodologia
* Kategorie ik
* Mechanizmy ochrony

**5. Międzynarodowy wymiar ik**

* Europejski Program Ochrony IK
* Europejska ik

**II Część warsztatowa:**

**Studenci w grupach przeprowadzają symulacje różnych sytuacji kryzysowych w państwie.**

**Celem symulacji jest ochrona infrastruktury krytycznej w różnych wymiarach i sytuacjach.**

1. **Określenie ról w każdej grupie** (wg. Mereditha Belbina): lider, człowiek akcji, praktyczny organizator, człowiek idei, człowiek kontaktów, sędzia, grupowy aktywista, perfekcjonista, etc.

**2. Określenie sytuacji kryzysowej, która będzie analizowana przez grupę**

**3. Analiza sposobów rozwiązania problemu z zastosowaniem następujących metod:**

a. burza mózgów

b. strumień świadomości

c. mapy myśli

d. wizualizacja

e. analiza SWOT

f. Strategia Walta Disneya

g. tworzenie metaplanu

h. metoda trójkąta

i. metoda kuli śniegowej

j. Metoda Jigsaw (układanka)

k. Metoda 5 why

l. metoda GROW
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